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July 16, 2024 
 
Rileen Innovative Technologies Inc 
Richard A Johnson 
828 Brooke Rd 
Virginia Beach, VA 23452 
 
Dear Richard, 
 
Subject:  Contract Renewal Letter 
 
Virginia Tech Contract #: VTS-2097-2024 
Commodity/Service:  Security Operations Consultant 
Renewal Period:   8/1/24 - 7/31/25 
Renewal #:   (1 of 4) one-year renewal 
 
In accordance with the renewal provision of the original contract, the university would like to renew the contract for an additional term.  
Please advise concerning your intention by signing in the appropriate space below.  A signed copy of this letter should be received in 
Procurement by ASAP. 
 
If allowed by the contract, price adjustments must be requested at the time of renewal in accordance with the contract documents.  
Price adjustments are not automatic or retroactive and are only implemented upon request by the vendor at the time of renewal.   
 
In addition, review the attached form which shows your company information as listed in the university's vendor database.  If any of 
this information has changed, make corrections directly on the form, and return with this letter.  It is essential this information be 
accurate for payments to be processed in a timely manner. 
 
Virginia Tech recommends that our vendors utilize the Wells One AP Control Payment System for payment of all invoices and strongly 
encourages all vendors under contract with the university to participate in this program.  If your firm is not enrolled in the program, 
refer to our website: http://www.procurement.vt.edu/Vendor/WellsOne.html or contact me directly for more information. 
 
Sincerely, 
 
Chad Dalton 
Procurement Contract Support Specialist 
(540) 231-9129 
 
Rileen Innovative Technologies Inc agrees to renew the contract under the terms and conditions of the subject contract. 
 
 
Authorized Signature:  ____________________________  Date: _______________________ 
 
Name:   ____________________________  Title: ________________________ 
    (please print) 
 
We currently participate in the Wells One Program: ______ 
 
 
We would like to participate in the Wells One Program: ______ 
 
 
Approved:  _________________________________ 
   Reed Nagel  
   Associate Director for Goods and Services   
     
 
Date:   _________________________________ 



Richard A. Johnson / President
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July 19, 2023

Mr. Bryan Holloway
Purchasing Agent
Virginia Polytechnic InsƟtute and State University
Purchasing Department
300 Turner Street NW
Blacksburg, Virginia 24061

Subj: RILEEN InnovaƟve Technologies, Inc. Proposal Submission in Response to SolicitaƟon Number RFP 
218672311 Titled Security OperaƟons Consultant for Virginia Tech

Dear Mr. Holloway:

RILEEN InnovaƟve Technologies, Inc. is pleased to submit our response to the subject maƩer solicitaƟon 
for your review and consideraƟon.  RILEEN InnovaƟve Technologies, Inc. is a fully licensed security 
consulƟng firm with highly qualified and cerƟfied staff.  RILEEN is fully qualified to perform, deliver, and 
comply with all the requirements of this solicitaƟon.

RILEEN InnovaƟve Technologies, Inc. is excited about earning your business and is ready to go to work 
immediately.  Once you have had the opportunity to review our proposal submission, please feel free to 
contact me with any quesƟons or issues that you may have.

Sincerely,

Richard A. Johnson Sr.
President/CEO
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828 Brooke Road, Virginia Beach, VA  23454
Website:  www.rileen1.com

Email:  rjohnson@rileen1.com  Tel#: (757)6309109

references each proposal Paragraph Number to the corresponding section of 
the RFP by identifying the specific RFP reference in our Paragraph Title. 

1.3.1 Our Team’s Consulting Strategy [RFP § VI A. 4 a) to e) /VII A.1 / VIII A, #1, 2 & 3]
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RILEEN InnovaƟve Technologies, Inc., a Virginia based firm, has been in business since 2000 serving Federal, 
State, Local Government and private industry markets specializing in security and advisory support services. 
RILEEN is federally cerƟfied as a VOSB (Veteran Owned Small Business) and as a Commonwealth of Virginia 
SWAM and Micro Business cer fied business.  Our Founder and President holds an acƟve FBI issued Secret 
Security Clearance.  Our President is an acƟve member of the Board of Directors and is the current 
President of the FBI Sponsored NaƟonal InfraGard Program with the Norfolk, Virginia Chapter. The following 
presents the advantages of selecƟng the Rileen/Linux Team:

The unique RILEEN/LINXX Team attributes are ideally suited to the Virginia Tech Security 
Consulting requirements. 

 We have current and ongoing experience using CEIA Open Gate systems for government clients, 
national-level amusement parks, airports, cruise lines, ports and railroads.  

 We have proven past performance in the planning and operation of National Special Security Events 
(NSSE) and Special Event Assessment Rating (SEAR) events Levels 1 through 5, as defined by the 
U.S. Department of Homeland Security, wherein CEIA Open Gate systems were deployed as part of the 
layered approach to security. 

 Our corporate leadership team consists of an array of FBI and DEA Senior Executives, and Special 
Operations Subject Matter Experts, with dynamic experience at the Policy, Strategic, Operational, and 
Tactical levels across governmental departments as well as Energy and Critical Infrastructure sectors.  

 Major events include: Super Bowls, Republican and Democrat National Conventions (RNCs/DNCs), and 
Presidential inaugurations - supporting strategic planning, operational readiness, tactical crisis 
intervention, and continual quality control and review of tactics, techniques and procedures.   

 Our Team has extensive past performance and is currently delivering Security and associated Training 
and Advisory services to the U.S. Department of State’s Global Anti-Terrorism Assistance program (with 
courses taught around the globe); the NASA Glenn Research Center; U.S. Coast Guard, Department of 
Justice (DOJ), and Department of Homeland Security (DHS). 

 Despite our extensive past performance, we maintain a flat organizational structure which promotes 
immediate response, rapid decision-making and maximum efficiency. 

 We provide reach-back to nationally recognized scientific and technical experts in the fields of Aviation, 
Communications, Biometrics, as well as Chemical Biological, Radiological, Nuclear, and Explosive 
(CBRNE) detection.  

Figure VT-1. The RILEEN/LINXX Team Discriminators 
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For this security operaƟons effort for Virginia Tech, RILEEN has 
teamed with Linxx Global Solu ons (Linxx), www.linxxglobal.com, 
a Virginia based Veteran-Owned Business, and naƟonally 
recognized provider of Training, Physical and Cyber Security 
soluƟons, in addiƟon to providing worldwide support of security 
development Training, ImplementaƟon, Staffing, and Analysis 
programs. Linxx’s primary focus is on enhancing the safety, security, resiliency, and producƟvity of our clients. 
They accomplish this through insighƞul analysis, innovaƟve problem-solving, and an unwavering commitment 
to excellence. With a proven track record of success and highly qualified Security personnel, they have earned 
the trust of clients and remain dedicated to upholding the highest standards of quality, safety and integrity. 
Linxx provides for the security, safety, and well-being of American ciƟzens and our foreign allies worldwide. 
Over the last 17 years, they have evolved into a leading provider of training, security, and cyber security to 
federal, state, and local agencies and the private sector.  

Linxx has assembled a highly qualified team with the experience, financial stability, management structure, 
and technical experƟse to effecƟvely manage Security OperaƟons for mulƟple Federal clients, including: the 
NaƟonal AeronauƟcs and Space AdministraƟon (NASA), the U.S. Drug Enforcement AdministraƟon (DEA), 
and the U.S. Coast Guard (USCG).  Linxx is currently providing Security Services contracts at mulƟple 
locaƟons for each of these agencies.  AddiƟonally, Linxx has excellent past performance and is currently 
providing security and tacƟcal training to the U.S. Navy and U.S. Department of State.

In addiƟon, we are honored to introduce the RILEEN Team’s Technical Advisor, Mr. John Canonico.  As a 
reƟred Supervisory Special Agent for the FBI, Mr. Canonico spent the majority of his disƟnguished career 
with the FBI Hostage Rescue Team. His roles in this capacity placed him at the forefront of security 
operaƟons for numerous NaƟonal Special Security Events (NSSE), ranging from PresidenƟal inauguraƟons 
and internaƟonal summits, to major spor ng events such as the Super Bowl and Olympics.

John's unparalleled experƟse lies in strategic planning, operaƟonal readiness, and tacƟcal crisis intervenƟon 
for these high-profile events. Moreover, his conƟnual dedicaƟon to quality control ensures a comprehensive 
review and refinement of tacƟcs, techniques, and procedures. His unique skills and experience bring an 
invaluable perspecƟve to our team, reinforcing our commitment to providing world-class security 
consultaƟon services.
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1.3.1 Our Team’s Consulting Strategy [RFP § VI A. 4 a) to e) /VII 

Our Team’s security consulƟng strategy uses a systemaƟc approach and processes to assess, analyze, and 
enhance the security posture of organizaƟons. Our Team will idenƟfy potenƟal risks, vulnerabiliƟes, and 
threats, and recommend appropriate measures to miƟgate those risks and protect Virginia Tech’s assets.   This 
collaboraƟve consulƟng strategy enables Our Team to seamlessly integrate with the Virginia Tech Police 
Department and host security personnel to:

Our Team is composed of ASIS CPPs (CerƟfied ProtecƟon Professionals) who use a layered security approach 
methodology to produce client-approved threat scenarios (in other words, The Team does not act unilaterally 
– we conƟnuously engage with the client as a paramount factor to achieve successful outcomes). Our process 
considers asset criƟcality, vulnerability, probability of occurrence, exisƟng countermeasures, and impact to 
Virginia Tech (economic, reputaƟon, compliance, among others.). The Team has outstanding proven past 
performance using this risk management process to evaluate current security postures and procedures, 
idenƟfy any security gaps, and, make recommendaƟons to enhance complimentary security countermeasures 
to reduce the risk of occurrence and impact of the client-approved scenarios. 

The advantage of our Team’s consulƟng strategy is that if offers Virginia Tech an unbiased, professional, and 
thorough understanding of its security posture, and furthermore, if security gaps are idenƟfied, we will 
provide recommendaƟons to minimize risks so that Virginia Tech can be best posiƟoned to protect its assets 
– namely the students, staff and the tens of thousands of fans who visit Lane Stadium on .  Our Team’s strategy 
and approach will also help to reduce risk to Virginia Tech on a conƟnual and ongoing basis every day. 

The following provides addiƟonal details of our consulƟng strategy in 4 phases, namely (1) IniƟal Assessment, 
(2) Game Day Oversight, (3) Ensuring Appropriate VT Resources, and (4) Compiling Security OperaƟons Data.
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As part of our iniƟal assessment process, it is noteworthy to introduce our iniƟal core team who will be 
dedicated to Security OperaƟons ConsulƟng to Virginia Tech.  The team is composed of Principal Manager Mr. 
Richard Johnson, President of RILEEN, Project Manager Mr. Richard Dobrich, and Technical Advisor Mr. John 
Canonico – we are prepared to augment the team with our highly qualified staff as requirements dictate.  We 
are prepared to conduct a full spectrum vulnerability assessment within any scope defined by Virginia Tech.  
This includes the Virginia Tech main campus, including all athleƟc venues, and any other areas of interest.  
Cost structures are cited in 2.0 Detailed Pricing Plan [RFP § VI. B / VII A.2 / VIII #4] and will refined to a higher 
detail based on our evaluaƟon of our iniƟal assessment.  The iniƟal assessment is our criƟcal phase of the 
security consulƟng methodoly and Our Team is highly qualified to deliver an industry-best product.  Our iniƟal 
assessment involves the gathering of Virginia Tech (and Virginia Tech Police Department and security 
personnel) data to include current intelligence threat esƟmates or actual threats, review of previous 
risk/vulnerability assessments, review of security standing orders and standard operaƟng procedures, 
interview of Virginia Tech Police Department and security personnel, clearly understanding the security goals, 
penetraƟon tesƟng, and review of exisƟng security controls.  Our Team is fully cognizant, capable, and ready 
to oversee the uƟlizaƟon of the CEIA Open Gate system in order to enhance the security readiness and 
posture of Virginia Tech.

Our Team also recognizes the criƟcal role that major sporƟng events play in the Virginia Tech community. 
Therefore, we approach the iniƟal assessment of the university's exisƟng security infrastructure, policies, and 
procedures with parƟcular emphasis on opƟmizing security for these events. Here's how we would proceed:

A. Stakeholder Engagement: We would start by holding in-depth discussions with key stakeholders at Virginia 
Tech, including university leadership, athleƟcs department personnel, campus security heads, and others 
who play a role in organizing and securing major sporƟng events. This dialogue would help us understand 
the specific challenges and requirements associated with these events, and provide us with valuable context 
for our assessment.

B. Site Visits and Infrastructure Evalua on: Next, we would conduct site visits at Virginia Tech's athleƟc venues, 
such as Lane Stadium and Cassell Coliseum. Our experts would closely examine the exisƟng physical security 
measures, including entry and exit controls, barriers, surveillance systems, and lighƟng. We would assess 
these features in the context of large-scale sporƟng events, considering factors such as crowd flow, visitor 
safety, and emergency evacuaƟon protocols.

C. Policy and Procedure Review: We would then thoroughly review Virginia Tech's exisƟng security policies and 
procedures, parƟcularly those relaƟng to major sporƟng events. This includes examining protocols for 
ƟckeƟng and access control, crowd management, emergency response, incident reporƟng, and staff training. 
We aim to ensure these procedures align with best pracƟces for securing large-scale events and can 
effecƟvely handle the unique dynamics of major sporƟng events.

D. Digital Systems and Data Security Evalua on: Our evaluaƟon would also extend to the digital systems in 
place, parƟcularly those used during major sporƟng events. We would assess the security of ƟckeƟng 

Our Team also recognizes the criƟcal role that major sporƟng events play in the Virginia Tech communi
Therefore, we approach the iniƟal assessment of the university's exisƟng security infrastructure, policies, a
procedures with parƟcular emphasis on opƟmizing security for these events. Here's how we would procee

Stakeholder Engagement: We would start by holding in-depth discussions with key stakeholders at Virgin
Tech including university leadership athleƟcs department personnel campus security heads and othe
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systems, network security measures at venues, data protecƟon protocols for personal informaƟon of 
aƩendees, and the effecƟveness of cybersecurity measures in place.

E.   Compliance Audit: We realize that compliance with regulatory standards and industry best pracƟces is 
paramount, especially for high-profile events that aƩract large crowds. Our team would conduct a thorough 
audit of Virginia Tech's game day security operaƟons, ensuring compliance with all relevant standards and 
idenƟfying areas for improvement.

F.   Risk and Threat Assessment: We would conduct a specific risk and threat assessment for major sporƟng 
events, analyzing past incident reports, local and naƟonal crime staƟsƟcs, and potenƟal threats unique to 
Virginia Tech's context and high-profile athleƟc events. This assessment would help us idenƟfy potenƟal 
vulnerabiliƟes and inform our recommendaƟons.

G. Repor ng and Recommenda ons: Upon compleƟon of our evaluaƟon, we would compile a comprehensive 
report outlining our findings. This report would highlight strengths, potenƟal areas of risk, and 
recommendaƟons for enhancing security infrastructure, policies, and procedures specifically for Virginia 
Tech's major sporƟng events.

Our Team’s approach to assessing Virginia Tech's exisƟng security operaƟons is holisƟc, rigorous, and tailored 
to meet the specific needs and context of the university, with parƟcular emphasis on the challenges and 
requirements of securing major sporƟng events. Our goal is to provide pracƟcal, effecƟve recommendaƟons 
that enhance security and ensure the safety and enjoyment of all aƩendees.

The RILEEN/LINXX Team is well-versed in operaƟng the CEIA Open Gate system, as well as other products in 
that category, used in a high-volume environment.  We have current and ongoing experience using CEIA 
Open Gate systems for government clients, na onal-level amusement parks, airports, cruise lines, ports 
and railroads.  AddiƟonally, The Team has past performance in the planning and operaƟon of NaƟonal Special 
Security Events (NSSE) and Special Event Assessment RaƟng (SEAR) events Levels 1 through 5, as defined by 
the U.S. Department of Homeland Security, wherein CEIA Open Gate systems were deployed as part of the 
layered approach to security.  The Team has advanced training, an abundance of experience, and, a concierge 
approach to security delivery that emphasizes posiƟve customer engagement with impeccable standards for 
respect and kindness while ensuring that security funcƟons are expertly conducted according to the client’s 
requirements.
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As security consultants to Virginia Tech, The Team 
applies a robust, mulƟ-faceted approach to oversee 
game day operaƟons, ensuring that security protocols 
are implemented effecƟvely and efficiently. We do not 
inappropriately directly manage the operaƟons but 
provide strategic guidance, technical advice, and 
analyƟcal experƟse. This methodology combines 
proacƟve planning, real-Ɵme advisory, post-event 
analysis, and ongoing refinement of strategies. The 
following provides the systemaƟc steps involved in our 
process:

A. Strategic Planning Guidance: Leveraging our collecƟve experience with high-stakes events, we provide 
comprehensive guidance during the planning phase for each game. This includes recommending best 
pracƟces for anƟcipated threats, crowd management strategies, and overall security operaƟons based on 
Virginia Tech's specific circumstances. We will use our experƟse to advise Virginia Tech’s security team on 
their roles and responsibiliƟes, fostering clarity and confidence ahead of the game day.

B. Real- me Advisory: UƟlizing Virginia Tech's surveillance tools and data feeds, including AI-assisted 
technology, facial recogniƟon systems, and drone surveillance, we can provide real-Ɵme strategic advice 
during games. We assess and interpret the incoming data and, when needed, provide prompt advice on 
how to address emerging issues, ranging from unauthorized access aƩempts to crowd management 
challenges.

C. Rapid Response Consul ng: In the event of a security incident, our team is well-posiƟoned to provide 
immediate, effecƟve guidance. Our background in large-scale, high-pressure events has honed our ability 
to make swiŌ, informed recommendaƟons. We will work in coordinaƟon with Virginia Tech's security 
personnel, local law enforcement, and emergency services, providing strategic advice to help manage the 
situaƟon effecƟvely.

D. Ongoing Feedback: During the game, we maintain open channels of communicaƟon with Virginia Tech's 
security personnel, offering regular check-ins and feedback. This approach facilitates real-Ɵme advisory, 
enabling us to suggest adjustments to the operaƟonal strategies as the dynamics of the event evolve.

E. Post-event Analysis: AŌer each game, we conduct a detailed review of the event's operaƟons, examining 
incident reports, surveillance data, crowd management records, and more. We use this data to idenƟfy 
operaƟonal strengths, potenƟal vulnerabiliƟes, and areas for improvement. Our findings will be the basis 
for our recommendaƟons for refining security strategies for future games.

F. Compliance Reviews: Our team will ensure Virginia Tech’s security operaƟons remain compliant with all 
relevant regulaƟons and adhere to industry best pracƟces. We conduct regular audits of the game day 
operaƟons and provide guidance on maintaining and enhancing compliance standards.

G. Stakeholder Communica on: As consultants, we prioriƟze clear, concise communicaƟon with all key 
stakeholders at Virginia Tech. We will offer updates on security preparaƟons, real-Ɵme advisory, post-
event analysis, and any significant incidents. Our open dialogue ensures all parƟes are well-informed and 
confident in the overall security approach.
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While not directly managing the security operations, our Team will play an instrumental role in 
shaping, evaluating, and refining the security strategies for Virginia Tech's game day operations. Our 
objective is to ensure not only the security but also the overall success and enjoyment of every game 
day event at the institution. 
 

 
The RILEEN/LINXX Team, comprised of nationally recognized experts and former senior 
executives experienced in managing National Special Security Events (NSSE) and Special Event 
Assessment Ratings (SEAR), adopts a multi-faceted approach to ensuring that Virginia Tech has all 
the necessary equipment and accessories for its security functions, with an emphasis on major 
sporting events. The following provides details of this operational and logistic analysis phase of our 
security consulting: 
 
Implementing a Comprehensive Inventory Management System: The first step in our process is 
establishing a robust, comprehensive inventory management system. This system would catalog all  
existing security equipment, including detailed information about their functionalities, maintenance 
schedules, and expected lifespans. Regular audits would be conducted to ensure the inventory remains 
accurate and up-to-date, allowing us to monitor the condition of each piece of equipment. We will 
use a state-of-the-art software solution, chosen for its ability to automate many of these tasks and 
provide alerts when equipment is due for maintenance or nearing the end of its life. Our proactive 
approach prevents any lapses in security due to unanticipated equipment failures or shortages. 
 
A. Con nual Professional Development and Industry Engagement: The Team stays at the cuƫng edge of 

security technology and best pracƟces by engaging in ongoing professional development and networking 
acƟviƟes. These acƟviƟes include parƟcipaƟng in relevant workshops, webinars, and industry 
conferences, subscribing to key publicaƟons, and maintaining acƟve memberships in top security 
organizaƟons. The knowledge and insights gained from these acƟviƟes allow us to stay informed about 
emerging technologies and trends, which we can then evaluate for potenƟal implementaƟon at Virginia 
Tech.

B. Collabora ve Rela onships with Key Stakeholders: We believe that maintaining close, collaboraƟve 
relaƟonships with key stakeholders on campus is essenƟal to understanding and effecƟvely addressing 
Virginia Tech's specific security needs. Regular meeƟngs with the athleƟcs department, emergency 
management team, and other relevant groups will be scheduled to discuss upcoming events, potenƟal 
security challenges, and equipment needs. Furthermore, we will foster relaƟonships with local law 
enforcement and emergency services to gain a broader perspecƟve on security in the surrounding 
community. These relaƟonships will inform our understanding of the unique challenges and security 
requirements of each venue and event.

C. Recommenda ons Based on Expert Analysis: Drawing from our wealth of experience in managing 
security for large-scale events, The Team will apply our experience and knowledge to provide insighƞul 
recommendaƟons for addiƟonal or upgraded equipment that Virginia Tech may need. As an example, if 
our assessment idenƟfies a need for an addiƟonal enhanced, proacƟve approach to threat detecƟon and 
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1.3.1.3 Ensuring & Advising VT Purchased Equipment [RFP VI. A.4 c)] [Continued] 

management, we may recommend the integraƟon of AI-assisted technology coupled with facial 
recogniƟon systems. These advanced tools, besides idenƟfying potenƟal threats early by cross-
referencing a database of known individuals of interest, also provide evidenƟary quality data that can 
prove invaluable in post-event analyses and potenƟal legal proceedings, thus enhancing the overall 
security apparatus. Furthermore, if we recognize that certain areas of a venue are challenging to monitor 
due to their size or layout, our team could recommend the implementaƟon of drone technology. Drones,   
equipped with high-definiƟon cameras and sensors, not only offer real-Ɵme aerial surveillance and 
expand coverage, but also capture high-quality visual evidence that could be vital in assessing incidents. 
This approach significantly improves situaƟonal awareness and contributes to the overall safety and 
security of aƩendees at large events.

D. Ongoing Evalua on and Con nuous Improvement: Finally, our team believes in the power of ongoing 
evaluaƟon and conƟnuous improvement. AŌer each event, we will conduct a thorough review of security 
operaƟons, gathering feedback from all stakeholders and evaluaƟng the performance of our equipment 
and strategies. Our reviews will help us idenƟfy any areas of improvement and adjust our approach as 
needed, ensuring that Virginia Tech's security operaƟons conƟnually evolve to meet changing needs and 
circumstances.

In summary, the RILEEN/LINXX Team’s unique combinaƟon of deep industry experƟse, collaboraƟve 
approach, and commitment to conƟnuous improvement puts us in a strong posiƟon to ensure Virginia Tech 
is fully equipped to meet its security needs, parƟcularly during major sporƟng events. We are commiƩed to 
providing the most effecƟve and cost-efficient security soluƟons, guaranteeing the safety and enjoyment of 
all event aƩendees.
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The Team employs a methodical, data-driven approach to security operaƟons, incorporaƟng state-of-the-art 
technology, industry best pracƟces, and our extensive experƟse to compile, analyze, and provide acƟonable 
recommendaƟons based on security operaƟons data. The following describes our data collecƟon and analysis 
process:
A. Data Compila on: The first phase in our process involves capitalizing on Virginia Tech's exisƟng data 

acquisiƟon tools to assemble a comprehensive collecƟon of relevant security data. Virginia Tech's exisƟng 
technology infrastructure, which might include AI-enabled surveillance systems, crowd monitoring tools, 
incident reporƟng soŌware, and access control systems, can provide invaluable real-Ɵme and historical 
data. These tools are especially effecƟve during high-profile events, such as football games, where the 
demand for security and crowd management is parƟcularly high. By closely collaboraƟng with Virginia 
Tech's IT department and other relevant staff, we will effecƟvely extract and uƟlize this data to inform our 
security strategies.

B. Data Analysis: With the collected data, we will then conduct a rigorous analysis using advanced analyƟcs 
soŌware. This phase is aimed at revealing trends, paƩerns, and potenƟal vulnerabiliƟes that might not 
be immediately apparent. Focusing on key performance indicators, like incident rates, response Ɵmes, 
crowd behavior paƩerns during football games, and equipment efficiency, we will derive meaningful 
insights. We will ensure our analyses align with Virginia Tech's specific goals, needs, and concerns, 
providing valuable context to our findings.

C. Benchmarking Against Industry Best Prac ces: With our team's considerable experience in managing 
NaƟonal Special Security Events (NSSE) and other naƟonal-level events, we are inƟmately familiar with 
industry best pracƟces and compliance standards. These standards will be used as benchmarks to 
evaluate Virginia Tech's current security operaƟons, including specific aspects of football game day 
operaƟons. The comparison between our data-driven insights and industry best pracƟces will highlight 
areas where Virginia Tech is succeeding and areas where enhancements could be beneficial.

D. Recommenda on Formula on: AŌer our detailed analysis and benchmarking, we will then formulate 
detailed, data-informed recommendaƟons. These recommendaƟons could range from suggesƟng 
equipment upgrades to enhance stadium security, proposing procedural changes to streamline access 
control on game days, or iniƟaƟng new training programs to beƩer prepare security personnel for high-
pressure situaƟons. All our recommendaƟons will be rooted in our data findings and aligned with industry 
best pracƟces and compliance standards.

E. Con nuous Monitoring and Improvement: Our commitment to Virginia Tech's security extends beyond 
simply making recommendaƟons. We believe in the philosophy of conƟnuous improvement. Once our 
recommended changes are implemented, we will maintain robust monitoring processes, persistently 
gathering and analyzing data to evaluate the impact of these changes, parƟcularly during high-aƩendance 
football games. This ongoing process allows us to fine-tune our strategies, adapt to evolving security 
trends, and consistently opƟmize Virginia Tech's security operaƟons.

By blending cuƫng-edge data analyƟcs, deep industry knowledge, and a commitment to conƟnuous 
improvement, the RILEEN/LINXX team is equipped to help Virginia Tech meet and exceed the highest 
standards of security pracƟces and compliance. Our mission is not just to bolster Virginia Tech's security but 
to enhance the overall safety, efficiency, and success of every event hosted by the insƟtuƟon, with parƟcular 
emphasis on its renowned football games.
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The Team is a top-Ɵer provider of Training, Physical and Cyber Security soluƟons. Our primary focus is on 
enhancing the safety, security, resiliency, and producƟvity of our clients. We accomplish this through 
understanding customer requirements, insighƞul analysis, innovaƟve problem solving, and an unwavering 
commitment to excellence. With a proven track record of success, we have earned the trust of our clients and 
remain dedicated to upholding the highest standards of quality and integrity. Our services, which are relevant 
and applicable regarding the security, safety and operaƟonal mission of having a flawless and enjoyable Game 
Day, include:

 Training and Mission Support Services: By leveraging our deep funcƟonal 
experience gained from the Special OperaƟons Community, The Team 
offers tailored strategic through tac2cal-level training programs to a wide 
range of government and non-governmental enƟƟes. Notably, we 
provide accredited training courses worldwide in counter-narcoƟcs, 
anƟ-terrorism, small-unit tacƟcs, and specialized skills to thousands 
of U.S. and allied students on an annual basis. Our proven track 
record serves as a testament to our unwavering dedicaƟon in 
delivering customized mission-support soluƟons that address the 
ever-changing needs of our clients.

 Security Opera ons and Protec ve Services: The Team has a well-
established track record of delivering exemplary Security and 
ProtecƟve Services, both domesƟcally and internaƟonally. We offer a comprehensive range of security 
services; including: consulƟng, vulnerability assessments, training, and, direct support to both public 
sector and government enƟƟes. Our extensive past performance serves as a testament to our unwavering 
commitment to excellence, integrity, and the delivery of outstanding security soluƟons to our valued 
clients.

 Cyber Security Services: Internal and external cyber security threats to operaƟonal conƟnuity, secure data 
management, and consistent funcƟonality, are a real concern of businesses, organizaƟons, and naƟons 
around the world. The Team has the experience, knowledge, and skill to address these specific challenges. 
We have provided cyber security soluƟons for the federal government and commercial businesses for over 
ten years.

As previously described, the RILEEN/LINXX has extensive past performance and is currently successfully 
delivering security and training services to include: the U.S. Department of State’s Global AnƟ-Terrorism 
Assistance (GATA) program with course taught around the globe; the U.S. Navy’s counter-piracy security 
training; the U.S. Army’s InternaƟonal Traffic in Arms RegulaƟons (ITAR)-sensiƟve inventory control;
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infrastructure security services for NASA Research Centers; U.S. Coast Guard land/mariƟme faciliƟes, 
Department of JusƟce (DOJ) faciliƟes, and Department of Homeland Security (DHS) faciliƟes. 

How we provide security opera ons consul ng services, with an 
emphasis on major events and athle c venues

Our Team employs a comprehensive consultaƟve approach that allows us to quickly target our client’s specific 
needs, idenƟfy their challenges, implement security enhancements, monitor progress, and improve their 
security posture by reducing risks to assets. The following are the case descripƟons associated with major 
events:

 Security Consul ng: Our team firmly holds the belief that an effecƟve security soluƟon should be 
comprehensive, coordinated, and cost-effecƟve. The journey towards achieving these objecƟves begins 
with evaluaƟng the exisƟng threats, challenges, client expectaƟons, and the current physical and technical 
infrastructure. The task of managing security operaƟons can be overwhelming without a solid 
understanding of the prevailing condiƟons. Such understanding comprises validated risks, budget 
constraints, and external pressure to conform to industry norms and naƟonal security mandates. Our 
team offers these insights as part of our professional security advice, delivered in the form of consulƟng 
products or as an ongoing consulƟng services support.  A testament to our team's capability is Mr. 
Canonico's disƟnguished service history. He served as a lead planner and was part of the FBI Hostage 
Rescue Team (HRT) security conƟngency for the 2002 Olympics held in Salt Lake City, Utah. This hands-on 
experience in managing security for a high-profile internaƟonal event underscores our team's experƟse 
and readiness to handle security operaƟons of any scale.

 Security-Specific Training and Exercise Support: Our team is known for delivering state-of-the-art 
naƟonwide and worldwide security training. While our iniƟal focus was on mariƟme challenges, we have 
expanded our reach to include infrastructure security on both land and sea. Our services are also 
extensively availed by commercial enterprises and corporate faciliƟes. We aid our clients in assessing their 
competency levels in the context of their unique environment and mission. A blend of training, educaƟon, 
and exercise support not only enhances performance but also opƟmizes the return on investment in 
security. An exemplificaƟon of our team's credenƟals is Mr. Canonico's extensive contribuƟon to 
numerous Republican Na onal Commi ee (RNC) and Democra c Na onal Commi ee (DNC) 
PresidenƟal CommiƩees. In these roles, he served as a supervisory planner and was a criƟcal part of the 
Government's crisis management response team. His experience further reinforces our team's capability 
to provide top-Ɵer security consultaƟon and training.

 Security Resources Support: The Team leverages our professional services division to gain access to top-
Ɵer security personnel. We recruit, vet, hire, and train security support personnel covering every facet of 
skill and knowledge. Our security management teams are handpicked leaders with exemplary track records 
of success. We are adept at analyzing gaps in security staffing resources, staff performance and capability, 
and staff leadership. We have a proven assessment process to repair and upgrade exisƟng condiƟons, 
resulƟng in improved security plans and enhanced personnel capabiliƟes.  Mr. Canonico developed the 
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FBI’s UnconvenƟonal Law Enforcement OperaƟons (ULEO) program which harnessed overt and discreet 
security protocols for all NSSE events to idenƟfy and assess threats well before established access points 
using a layered methodology which is sƟll in effect today.

 Security Focused General Contrac ng and Project Management: Our clients are oŌen best served by 
engaging our Team as a general contractor for security infrastructure installaƟon and tesƟng. We are adept 
at project management and believe a well-designed security risk miƟgaƟon plan deserves cost and Ɵme 
efficient installaƟon and upgrade project execuƟon. Our Team is capable of coordinaƟng and 
communicaƟng with all subcontractors and vendors in accordance with our client’s detailed master 
security policies, pracƟces, and procedures.

The RILEEN/LINXX team has extensive experience with security operaƟons of major events and athleƟc 
venues including the Super Bowl, Olympics, G20 Summits, Presiden al Inaugura ons, RNC/DNC 
Conven ons, and similar events with large crowds in aƩendance.  The U.S. Department of Homeland Security 
(DHS) designates these as NaƟonal Special Security Events (NSSE).  DHS also oversees Special Event 
Assessment RaƟngs (SEARs) Level 1 through 5 which range for significant events with naƟonal and/or 
internaƟonal importance that require extensive federal interagency support (SEAR Level 1) to events that 
may be naƟonally recognized but generally have local or state importance (SEAR Level 5).  Technical Advisor 
John Canonico is a reƟred FBI Supervisory Special Agent who served the overwhelming majority of his career 
with the FBI Hostage Rescue Team.  In that capacity, he was intricately involved in dozens of NSSE and SEAR 
events as a strategic planner, operaƟonal readiness coordinator, and tacƟcal crisis intervenƟon responder.  
Mr. Canonico led efforts for conƟnual quality control and review of tacƟcs, techniques, and procedures.  

Demonstrated experience with the 
CEIA Open Gate Security Screening 

System 
In accordance with RFP  our team brings a 
wealth of operaƟonal knowledge and extensive 
experience specific to the CEIA Open Gate system, 
which is an advanced, state-of-the-art metal 
detector system designed for high-traffic public 
spaces. We possess a deep understanding of its 
technological specificaƟons, funcƟonality, opƟmal 
deployment strategies, and successful uƟlizaƟon 
techniques. This understanding stems not only from 
rigorous training but also from proven past 
performance in real-world contexts.
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A prominent illustraƟon of our experƟse is the successful review, analysis, technical and operaƟonal 
recommendaƟons, and budgetary provisions for the deployment of the CEIA Open Gate system at the 
Virginia Department of Transporta on (VDOT) faciliƟes (District Offices, Residencies, AHQ's, etc.) to include 
the aestheƟcs of each lobby where these units may be deployed such as VDOT's Central Office lobby and the 
space limitaƟon in other lobbies. 

 
This iniƟaƟve was not a stand-alone project, but rather an integral part of a comprehensive threat reduc on 
and visitor / employee control strategy that we developed and implemented for VDOT aŌer a meƟculous 
risk assessment of the facility.

To align security measures with the specific threats and risks idenƟfied, we conducted an in-depth evaluaƟon 
of the venue, focusing on visitor traffic paƩerns, potenƟal security vulnerabiliƟes, and logisƟcal 
consideraƟons. Based on this assessment, we recognized the CEIA Open Gate system as the opƟmal soluƟon 
for enhancing the park's security apparatus without impeding visitor flow. 

We then recommended the installaƟon process, ensuring the system was opƟmally located and correctly 
integrated into the exisƟng security infrastructure. In essence, our team's experience with the CEIA Open 
Gate system goes beyond mere familiarity. We possess in-depth, pracƟcal knowledge, drawn from hands-on 
experience in diverse contexts. We are fully prepared to bring this level of experƟse to Virginia Tech, ensuring 
that the university's deployment and uƟlizaƟon of the CEIA Open Gate system is not only successful but also 
custom-tailored to its unique security needs and operaƟonal context.  

Our team fully acknowledges and understands that we may be required to work cooperaƟvely with Virginia 
Tech's exisƟng security services provider. We recognize the significance of such partnerships in achieving 
shared security goals, and we are commiƩed to fostering an environment of collaboraƟon and respect.

In our experience, effecƟve security consultancy requires not only expert knowledge but also strong 
collaboraƟon and effecƟve communicaƟon. We understand that Virginia Tech's exisƟng security services 
provider possesses unique insights into the day-to-day security operaƟons and challenges of the university. 
As such, we see this provider as a crucial partner in our work, and we look forward to a cooperaƟve 
relaƟonship where we can learn from one another, align our efforts, and collecƟvely enhance the security 
posture of the university.

We are fully prepared to share our experƟse, listen to their perspecƟve, and work together to ensure that 
the appropriate services and procedures are in place. We firmly believe that by doing so, we can contribute 
to a more robust and effecƟve security framework at Virginia Tech, ensuring the safety and well-being of all 
students, faculty, staff, and visitors.
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security measures, and working collaboratively with Virginia Tech’s existing security services provider. 

provide periodic reports to Virginia Tech’s leade

In this secƟon of our proposal, we present a comprehensive and detailed pricing plan for the consulƟng 
services, training materials, and other associated costs that will be involved in providing Virginia Tech with 
top-Ɵer security consultancy. Our approach is to offer a variety of labor categories and associated skill sets, 
reflecƟng our diverse experƟse and ability to provide specialized services tailored to Virginia Tech's unique 
needs. This strategy not only gives Virginia Tech the flexibility to scale our services up or down according to 
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changing requirements, but it also ensures that our pricing remains transparent, fair, and directly Ɵed to the 
value we provide. All pricing related to consulƟng services will be submiƩed in a Labor/Hour format, offering

a clear and straighƞorward understanding of cost allocaƟons. We are confident that this pricing model will 
facilitate opƟmal cost control, while ensuring that Virginia Tech gets the most value from our partnership.

The following tables contain our ConsulƟng Services Labor Categories in an Hour Pricing Plan.  For the purpose 
of this RFP, Tier 1 Labor Categories and pricings are contained in Table 1 as follows: 

Table 1.  Proposed Tier 1 Labor Categories and Hourly Rates
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For the purpose of sharing the breadth and scope of our team’s experience and capabiliƟes, we are 
including Tier 2 Labor Categories and pricings for future reference, if applicable. 

Table 2. Proposed Tier 2 Labor Categories and Hourly Rates
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Our team is well-equipped to provide all necessary training materials essenƟal for operaƟng the security 
equipment we recommend, such as and including the CEIA Open Gate system. Our approach to this service 
is strategic, ensuring that all training materials are pracƟcal, comprehensive, and tailored to the unique needs 
of Virginia Tech.

The cost of any training materials needed will be discussed and approved by Virginia Tech prior to the 
producƟon of those materials. We believe in a transparent and collaboraƟve approach to all aspects of our 
partnership, including the producƟon and pricing of training materials.

In addiƟon to these custom materials, our team will provide onsite training as necessary, upon request.  
These sessions will be led by our experts, ensuring that your staff gain in-depth operaƟonal knowledge and 
confidence in using the provided equipment.
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Importantly, our team has an extensive network of senior subject maƩer experts across the technology and 
security industry. This reach-back capability enables us to access specialist knowledge and advice as needed, 
further enriching the training we provide. We also maintain a close working relaƟonship with federal, state, 
and local law enforcement agencies. This relaƟonship allows us to stay informed about the latest trends, 
threats, and best pracƟces in security, which we can then incorporate into our training materials and sessions.

In summary, our team is commiƩed to ensuring that Virginia Tech staff have the knowledge and skills 
necessary to operate provided equipment effecƟvely and confidently. We will work closely with you to
develop training materials and sessions that meet your specific needs, and we will provide clear, upfront 
pricing for these services.

Mr. Richard Johnson, President of RILEEN, will act as the primary contact for Virginia Tech in relaƟon to this 
proposal. With more than twenty-three years in the Security ConsulƟng Industry, Mr. Johnson has a stellar 
record, having successfully completed all projects undertaken during his tenure at RILEEN. These projects 
have spanned a broad spectrum of specialized security skill sets, reflecƟng the unique needs of each client 
within the industry's shared foundaƟonal requirements. Understanding that every project carries its unique 
demands occasionally necessitates the engagement of specialized industry experts. Mr. Johnson, who holds 
an acƟve FBI-issued Secret Security Clearance, is fully equipped to handle such scenarios. Furthermore, he 
is an acƟve member and the current President of the Board of Directors for the FBI Sponsored NaƟonal 
InfraGard Program with the Norfolk, Virginia Chapter.

The RILEEN/LINXX team offers a unique blend of experƟse, qualificaƟons, and experience that makes us an 
excepƟonal choice for providing security services to Virginia Tech. We are a diverse team of naƟonally 
recognized experts and former senior-level execuƟves who have a deep understanding of the dynamics of 
security in high-stakes, high-traffic environments. Our team members have planned and parƟcipated in 
NaƟonal Special Security Events (NSSE) and Special Event Assessment RaƟngs (SEAR), including naƟonal 
convenƟons, presidenƟal inauguraƟons, G20 summits, the Olympics, the Super Bowl, the Indy 500, and 
more. Our Team’s core competencies include:  
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Perform Security & Safety assessments to help corporate security departments, 
corporate travel and safety departments, event planners, meeƟng organizers, and tour 
operators to conduct security, safety, and health survey assessments of hotels using the 
OSCA, HSWG, and AHLA sponsored guidelines.

Our experƟse encompasses the latest technologies in security, including AI-assisted systems, facial 
recogniƟon, and drone technology, and we have extensive operaƟonal knowledge of advanced screening 
equipment like the CEIA Open Gate system. This experience enables us to provide informed guidance on 
equipment procurement, develop effecƟve crowd flow plans, and construct rigorous security screening 
processes that balance safety with efficiency.

Moreover, we have proven experience in working collaboraƟvely with exisƟng security service providers, 
which we understand is an essenƟal aspect of this role. We are commiƩed to forming a producƟve partnership 
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with Virginia Tech’s security provider, ensuring that our services enhance and complement the exisƟng 
security operaƟons.

Lastly, our commitment to transparency and collaboraƟon extends to all aspects of our services, including our 
pricing. We offer a flexible and clear pricing plan, with the aim of providing Virginia Tech with the ability to 
adjust our services to suit changing needs while maintaining opƟmal cost control.

In summary, our team combines rich industry experience with a keen understanding of the unique security 
challenges posed by major sporƟng events and large-scale venues. We are fully prepared to leverage this 
knowledge to enhance the safety and security of Virginia Tech.

RILEEN is providing abbreviated resumes for our lead project team members and Security/Safety Subject 
MaƩer Experts (SME) for Virginia Tech’s consideraƟons.

Mr. Richard A. Johnson –  
 
 
 

 
 
 
 

 
 

Mr. Richard Dobrich –  
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Mr. John Canonico –  

 
 
 
 
 

 
 
 
 

Frank Cucci –  
 
 

 
 
 

Our Team is providing the following project references for further consideraƟons:

Project 1. Virginia Department of Transporta on (VDOT)
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Our team has supervised the operaƟonal planning and security coordinaƟon of numerous NaƟonal Special 
Security Events (NSSE) and Special Event Assessment RaƟng (SEAR) venues including: the 2002 Olympics 
(NSSE), DemocraƟc & Republican NaƟonal CommiƩee (DNC/RNC) PresidenƟal NominaƟon ConvenƟons 
(NSSE), PresidenƟal InauguraƟons (NSSE), and Super Bowls (SEAR Level 1).  Specific to the NaƟonal Football 

League (NFL), our team developed and implemented the FBI’s discreet security operaƟons program to 
address emerging high consequence terrorist threats and worked in coordinaƟon with the NFL, and other 
Federal agencies, to ensure the safety, security, and resiliency of Super Bowl events.  Our team specializes in 
a layered security approach that fuses seamless cooperaƟon with local, state, and federal agencies to 
capture all available intelligence regarding credible threats and acƟvely implement security protocols 
upstream of access points to target, idenƟfy, assess, and interdict potenƟal security treats before they reach 
the CEIA Open Gate systems.  We are experts in assisƟng clients in developing and refine their emergency 
preparedness and crisis intervenƟon plans using their organic assets and in conjuncƟon with first 
responders and supporƟng tacƟcal police units.

Project 3. Commonwealth Of Virginia Norfolk State University (NSU) Security Assessment

Our team has also proven its capabiliƟes in the field of university security consultaƟon, exemplified by our 
extensive work with Norfolk State University (NSU) within the Commonwealth of Virginia. This project 
involved performing a comprehensive security assessment of designated university faciliƟes, including an in-
depth examinaƟon of Mass NoƟficaƟon Systems and the provision of strategic operaƟonal consultaƟon.
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Throughout the project, we meƟculously evaluated the university's exisƟng security infrastructure and 
idenƟfied potenƟal areas for improvement. Our approach was comprehensive, examining all aspects of 
security, ranging from physical barriers to advanced technology systems like Mass NoƟficaƟon Systems.

As part of our deliverables, we developed a detailed Report of Findings, provided recommendaƟons, designed 
a future-oriented Technology Roadmap, outlined SoluƟon SpecificaƟons, and devised a Phased 
ImplementaƟon Budgetary EsƟmates. Each of these components was aimed at enhancing NSU's overall 
security posture while ensuring the soluƟons proposed were aligned with the university's resources and long-
term objecƟves.

Notably, the deliverables from our project with NSU mirror the requirements outlined in Virginia Tech's RFP. 
Our work with NSU, therefore, serves as a direct testament to our ability to fulfill and exceed the expectaƟons 
set forth by Virginia Tech. The experience gained from working with NSU, coupled with our deep 
understanding of the unique security consideraƟons associated with an educaƟonal insƟtuƟon, posiƟons us 
well to support the mulƟfaceted security needs of Virginia Tech.

RILEEN is a Commonwealth of Virginia CerƟfied SWAM and Micro Business Enterprise by Virginia’s DSBSD.  
Our cerƟficaƟon number is:  

The following is a screen capture from the Virginia Department of Small Business & Supplier Diversity 
(SBSD) web site. This is provided as evidence of RILEEN’s SWAM CerƟficaƟon.
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The following RFP documents that are required to be submiƩed with our RFP response (proposal) are 
contain herein as follows:
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